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Global Overview
Homer E Moyer Jr
Miller & Chevalier Chartered

Corruption, including corruption of public officials, dates from early in 
human history and countries have long had laws to punish their own cor-
rupt officials and those who pay them bribes. But national laws prohibiting 
a country’s own citizens and corporations from bribing public officials of 
other nations are a new phenomenon, less than a generation old. Over the 
course of perhaps the past 20 years, anti-corruption law has established 
itself as an important, transnational legal speciality, one that has produced 
multiple international conventions and scores of national laws, as well as 
an emerging jurisprudence that has become a prominent reality in interna-
tional business and a well-publicised theme in the media.

This volume undertakes to capture the growing anti-corruption juris-
prudence that is developing around the globe. It does so first by summa-
rising national anti-corruption laws that have implemented and expanded 
the treaty obligations that more than 150 countries have now assumed. 
These conventions oblige their signatories to enact laws that prohibit pay-
ing bribes to foreign officials. Dozens of countries have already done so, as 
this volume confirms. These laws address both the paying and receiving of 
illicit payments – the supply and the demand sides of the official corruption 
equation – as well as mechanisms of international cooperation that have 
never before existed.

Second, this volume addresses national financial record-keeping 
requirements that are increasingly an aspect of foreign bribery laws 
because of their inclusion in anti-corruption conventions and treaties. 
These requirements are intended to prevent the use of accounting prac-
tices to generate funds for bribery or to disguise bribery on a company’s 
books and records. Violations of record-keeping requirements can provide 
a separate basis of liability for companies involved in foreign as well as 
domestic bribery.

Finally, because the bribery of a foreign government official also impli-
cates the domestic laws of the country of the corrupt official, this volume 
summarises the better-established national laws that prohibit domestic 
bribery of public officials. Generally not a creation of international obli-
gations, these are the laws that apply to the demand side of the equation 
and may also be brought to bear on payers of bribes who, although foreign 
nationals, may be subject to personal jurisdiction, apprehension and pros-
ecution under domestic bribery statutes.

The growth of anti-corruption law can be traced through a number of 
milestone events that have led to the current state of the law, which has 
most recently been expanded by the entry into force in December 2005 of 
the sweeping United Nations Convention against Corruption. Spurred on 
by a growing number of high-profile enforcement actions, investigative 
reporting and broad media coverage, ongoing scrutiny by non-govern-
mental organisations and the appearance of an expanding cottage industry 
of anti-corruption compliance programmes in multinational corporations, 
anti-corruption law and practice is rapidly coming of age.

The US ‘questionable payments’ disclosures and the FCPA
The roots of today’s legal structure prohibiting bribery of foreign govern-
ment officials can fairly be traced to the serendipitous discovery in the early 
1970s of a widespread pattern of corrupt payments to foreign government 
officials by US companies. First dubbed merely ‘questionable’ payments 
by regulators and corporations alike, these practices came to light in the 
wake of revelations that a large number of major US corporations had used 
off-book accounts to make large payments to foreign officials to secure 
business. Investigating these disclosures, the US Securities and Exchange 
Commission (SEC) established a voluntary disclosure programme that 

allowed companies that admitted to having made illicit payments to 
escape prosecution on the condition that they implement compliance pro-
grammes to prevent the payment of future bribes. Ultimately, more than 
400 companies, many among the largest in the United States, admitted 
to having made a total of more than US$300 million in illicit payments 
to foreign government officials and political parties. Citing the destabilis-
ing repercussions in foreign governments whose officials were implicated 
in bribery schemes – including Japan, Italy and the Netherlands – the US 
Congress, in 1977, enacted the Foreign Corrupt Practices Act (FCPA), 
which prohibited US companies and individuals from bribing non-US gov-
ernment officials to obtain or retain business and provided for both crimi-
nal and civil penalties. 

In the first 15 years of the FCPA, during which the US law was unique 
in prohibiting bribery of foreign officials, enforcement was steady but 
modest, averaging one or two cases a year. Although there were recur-
ring objections to the perceived impact that this unilateral law was having 
on the competitiveness of US companies, attempts to repeal or dilute the 
FCPA were unsuccessful. Thereafter, beginning in the early to mid-1990s, 
enforcement of the FCPA sharply escalated, and, at the same time, a num-
ber of international and multinational developments focused greater  
public attention on the subject of official corruption and generated new 
and significant anti-corruption initiatives. 

Transparency International
In hindsight, a different type of milestone occurred in Germany in 1993 
with the founding of Transparency International, a non-governmental 
organisation created to combat global corruption. With national chapters 
and chapters-in-formation now in more than 100 countries, Transparency 
International promotes transparency in governmental activities and 
lobbies governments to enact anti-corruption reforms. Transparency 
International’s annual Corruption Perceptions Index (CPI), which it began 
publishing in 1995, has been uniquely effective in publicising and height-
ening public awareness of those countries in which official corruption is 
perceived to be most rampant. Using assessment and opinion surveys, the 
CPI currently ranks 175 countries and territories by their perceived levels 
of corruption and publishes the results annually. In 2014, Denmark and 
New Zealand, followed by Finland and Sweden, topped the index as the 
countries seen to be the least corrupt in the world, while Somalia and North 
Korea, were perceived to be the most corrupt.

Transparency International has also developed and published the 
Bribe Payers Index (BPI), a similar index designed to evaluate the supply 
side of corruption and rank the 28 leading exporting countries according to 
the propensity of their companies to bribe foreign officials. In the 2011 BPI, 
Dutch and Swiss firms were seen as the least likely to bribe, while Russian 
firms, followed closely by Chinese and Mexican firms, were seen as the 
worst offenders.

Through these and other initiatives, Transparency International has 
become recognised as a strong and effective voice dedicated solely to com-
bating corruption worldwide.

The World Bank
Three years after the formation of Transparency International, the World 
Bank joined the battle to stem official corruption. In 1996, James D 
Wolfensohn, then president of the World Bank, announced at the annual 
meetings of the World Bank and the International Monetary Fund that 
the international community had to deal with ‘the cancer of corruption’. 

© Law Business Research Ltd 2015
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Since then, the World Bank has launched more than 600 programmes 
designed to curb corruption globally and within its own projects. These 
programmes, which have proved controversial and have encountered 
opposition from various World Bank member states, include debarring 
consultants and contractors that engage in corruption in connection with 
World Bank-funded projects. Since 2001, the World Bank has sanctioned 
over 400 firms and individuals for fraud and corruption, and referrals from 
the Integrity Vice Presidency of findings of fraud or corruption to national 
authorities for prosecution have resulted in dozens of criminal convictions. 
In mid-2014, the World Bank announced that during the 2014 fiscal year 
(ending 30 June 2014) it debarred 67 firms and individuals for wrongdoing, 
including several high-profile negotiated resolution agreements in which 
companies acknowledged misconduct related to a number of World Bank-
financed projects and cooperated with authorities from numerous coun-
tries to quickly address corruption identified during ongoing World Bank 
investigations. The World Bank maintains a listing of firms and individuals 
it has debarred for fraud and corruption on its website and, in an effort to 
increase the transparency and accountability of its sanctions process, the 
World Bank recently began publishing the full text of sanction decisions 
issued by its Sanctions Board.

In July 2004 and August 2006, the World Bank instituted a series 
of reforms that established a two-tier administrative sanctions process 
that involves a first level of review by a chief suspension and debarment 
officer (SDO) followed by a second level review by the World Bank Group’s 
Sanctions Board in cases where the sanctions are contested. In August 
2006, the World Bank also established a voluntary disclosure programme 
(VDP) which allows firms and individuals who have engaged in miscon-
duct – such as fraud, corruption, collusion or coercion – to avoid public 
debarment by disclosing all past misconduct, adopting a compliance pro-
gramme, retaining a compliance monitor and ceasing all corrupt practices. 
The VDP, which was two years in development under a pilot programme, 
is administered by the World Bank’s Department of Institutional Integrity.  
In June 2014, the World Bank’s Office of Suspension and Debarment (OSD) 
published a report with case processing and other performance metrics 
related to 224 sanctions imposed on firms and individuals in Bank-financed 
projects from 2007 through 30 June 2013. Per the OSD report, most of these 
sanctions resulted in debarments.

In April 2010, the World Bank and four other multilateral development 
banks (MDBs) – the African Development Bank, the Asian Development 
Bank, the European Bank for Reconstruction and Development and the 
Inter-American Development Bank Group – each agreed to cross-debar any 
firm debarred by one of the other MDBs for engaging in corruption or fraud 
on an MDB-financed development project. Mutual enforcement is subject 
to several criteria, including that the initial debarment is made public and 
the debarment decision is made within 10 years of the misconduct. The 
agreement also provides for wider enforcement of cross-debarment pro-
cedures by welcoming other international financial institutions to join the 
agreement after its entry into force. The World Bank Group Integrity Vice 
Presidency recently reported that 582 entities had been cross-debarred 
through fiscal year 2014. 

In October 2010, the World Bank announced the creation of the 
International Corruption Hunters Alliance to connect anti-corruption 
authorities from different countries and to aid in the tracking and resolv-
ing of complex corruption and fraud investigations that are cross-border 
in nature. In December 2014, the World Bank convened its third large-
scale gathering of the Alliance. According to the World Bank, the Alliance 
has succeeded in bringing together hundreds of senior enforcement and 
anti-corruption officials from more than 130 countries in an effort to inject 
momentum into global anti-corruption efforts. 

Finally, the World Bank has significantly expanded its partnerships 
with national authorities and development organisations in recent years to 
increase the impact of World Bank investigations and increase the capac-
ity of countries throughout the world to combat corruption. For example, 
since 2010, the World Bank has entered into more than a dozen coop-
eration agreements with authorities such as the UK Serious Fraud Office 
(SFO), the European Anti-Fraud Office, the International Criminal Court, 
the United States Agency for International Development, the Australian 
Agency for International Development, the Nordic Development Fund, 
the Ministry of Security and Justice of the Netherlands, the Liberian Anti-
Corruption Commission and the Ombudsman of the Philippines. 

In the coming years, the World Bank’s prestige and leverage prom-
ise to be significant forces in combating official corruption, although the 

World Bank continues to face resistance from countries in which corrupt 
practices are found to have occurred.

International anti-corruption conventions
Watershed developments in the creation of global anti-corruption law 
came with the adoption of a series of international anti-corruption conven-
tions between 1996 and 2005. Although attention in the early 1990s was 
focused on the Organisation for Economic Co-operation and Development 
(OECD), the Organisation of American States (OAS) was the first to reach 
agreement, followed by the OECD, the Council of Europe and the African 
Union. Most recent, and most ambitious, is the United Nations Convention 
against Corruption, adopted in 2003. The events unfolded as follows. 

On 29 March 1996, OAS members initialled the Inter-American 
Convention against Corruption (IACAC) in Caracas. The IACAC entered 
into force on 6 March 1997. Thirty-three of the 34 signatories have now 
ratified the IACAC. The IACAC requires each signatory country to enact 
laws criminalising the bribery of government officials. It also provides for 
extradition and asset seizure of offending parties. In addition to empha-
sising heightened government ethics, improved financial disclosures and 
transparent bookkeeping, the IACAC facilitates international cooperation 
in evidence-gathering.

In 1997, 28 OECD member states and five non-member observ-
ers signed the Convention on Combating Bribery of Foreign Officials in 
International Business Transactions (OECD Anti-Bribery Convention), 
which was subsequently ratified by the requisite number of parties and 
entered into force on 15 February 1999. Forty-one countries in all, includ-
ing seven countries not currently members of the OECD, have now signed 
and ratified the OECD Anti-Bribery Convention, most recently Latvia, 
which ratified the country’s accession to the convention on 31 March 2014.

States that are parties to the OECD Anti-Bribery Convention are 
bound to provide mutual legal assistance to one another in the investi-
gation and prosecution of offences within the scope of the OECD Anti-
Bribery Convention. Moreover, such offences are made extraditable. 
Penalties for transnational bribery are to be commensurate with those for 
domestic bribery, and in the case of states that do not recognise corporate 
criminal liability (eg, Japan), the OECD Anti-Bribery Convention requires 
such states to enact ‘proportionate and dissuasive non-criminal sanctions’.

In terms of monitoring implementation and enforcement, the OECD 
has set the pace. The OECD Working Group on Bribery (Working Group) 
monitors state parties’ enforcement efforts through a regular reporting and 
comment process. After each phase, Working Group examiners will issue 
a report and recommendations, which are forwarded to the government 
of each participating country and are posted on the OECD’s website. In 
phase I of the monitoring process, examiners assess whether a country’s 
legislation adequately implements the OECD Anti-Bribery Convention. In 
phase II, examiners evaluate whether a country is enforcing and applying 
this legislation. In phase III, examiners evaluate the progress a country has 
made in addressing weaknesses identified during phase II, the status of the 
country’s ongoing enforcement efforts, and any issues raised by changes 
in domestic legislation or institutional framework. Since nearly all signato-
ries to the OECD Anti-Bribery Convention will have undergone these three 
phases of monitoring by mid-2015, the Working Group launched a public 
consultation in November 2014 on the next phase of monitoring to occur. 
Phase IV is expected to focus more closely on detection, enforcement, and 
corporate liability, and will take a more tailored approach, focusing more 
closely on the specific enforcement situation in each country. 

On 26 November 2009, the OECD Council issued its first resolution 
on bribery since the adoption of the OECD Anti-Bribery Convention. 
Entitled the ‘Recommendation of the Council for Further Combating 
Bribery of Foreign Public Officials in International Business Transactions’, 
the resolution urges member countries to continue to take meaningful 
steps to deter, prevent and combat the bribery of foreign public officials, 
not only on a national level, but on a multinational level, with rigorous and 
systemic follow-up. Among other things, the resolution recommends that 
member countries ‘encourage companies to prohibit or discourage the use 
of small facilitation payments’, and to always require accurate accounting 
of any such payments in the companies’ books and records. The resolution 
was supplemented by two annexes setting forth ‘Good Practice Guidance’, 
one for member countries and one for companies. 

On 4 November 1998, following a series of measures taken since 1996, 
the member states of the Council of Europe and eight observer states, 
including the United States, approved the text of a new multilateral con-
vention – the Criminal Law Convention on Corruption. A year later, the 

© Law Business Research Ltd 2015
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parties adopted the Civil Law Convention on Corruption. Forty-five coun-
tries have ratified the Criminal Convention, which entered into force on 
1 July 2002, while 34 countries have ratified the Civil Convention, which 
entered into force on 1 November 2003.

The Criminal Convention covers a broad range of offences including 
domestic and foreign bribery, trading in influence, money laundering and 
accounting offences. Notably, the Criminal Convention also addresses 
private bribery. The Criminal Convention sets forth cooperation meas-
ures and provisions regarding the recovery of assets. Similar to the OECD 
Anti-Bribery Convention, the Criminal Convention establishes a monitor-
ing mechanism, the Group of States against Corruption, to conduct mutual 
evaluations.

The Civil Convention provides for compensation for damage that 
results from acts of public and private corruption. Other measures include 
civil law remedies for injured persons, invalidity of corrupt contracts and 
whistleblower protection. Compliance with the Civil Convention is also 
subject to peer review.

The African Union Convention on Preventing and Combating 
Corruption was adopted on 11 July 2003. To date, 35 of the 48 signatories 
have ratified the African Union Convention. The convention covers a wide 
range of offences including bribery (domestic and foreign), diversion of 
property by public officials, trading in influence, illicit enrichment, money 
laundering and concealment of property. The convention also guarantees 
access to information and the participation of civil society and the media in 
monitoring it. Other articles seek to ban the use of funds acquired through 
illicit and corrupt practices to finance political parties and require state  
parties to adopt legislative measures to facilitate the repatriation of the  
proceeds of corruption.

Most aggressive, and potentially most important, of all of the interna-
tional conventions is the United Nations Convention against Corruption. 
One hundred and forty countries have signed this convention, which was 
adopted by the United Nations General Assembly on 31 October 2003. The 
convention entered into force on 14 December 2005 and 173 countries are 
now party to it, though not all are signatories.

The United Nations Convention against Corruption addresses seven 
principal topics: mandatory and permissive preventive measures applica-
ble to both the public and private sectors, including accounting standards 
for private companies; mandatory and permissive criminalisation obliga-
tions, including obligations with respect to public and private sector brib-
ery, trading in influence and illicit enrichment; private rights of action 
for the victims of corrupt practices; anti-money laundering measures; 
cooperation in the investigation and prosecution of cases, including col-
lection actions, through mutual legal assistance and extradition; and asset 
recovery.

Enforcement
Public dispositions of anti-corruption enforcement actions, media reports 
of official and internal investigations, disclosures in corporate filings 
with securities regulatory agencies and stock exchanges, private litiga-
tion between companies and former employees, monitoring reports by 
international organisations, voluntary corporate disclosures, occasional 
confessions or exposés of implicated individuals, public statements by 
enforcement officials, statistics compiled by NGOs and international 
organisations, findings of anti-corruption commissions, World Bank reports 
and academic studies all provide windows into the fast-changing landscape 
of enforcement of anti-corruption laws and conventions. Although public 
knowledge of official investigations and enforcement activity often lags 
behind, sometimes by years, the available indicators suggest ever-increas-
ing enforcement activity. Without going beyond the public domain, a few 
recent examples indicate the breadth and diversity of anti-corruption 
enforcement, including international cooperation, extra-territorial and 
parallel enforcement, the use of liberalised bank secrecy laws and a grow-
ing array of penalties and sanctions. 

Netherlands
In November 2014, a Dutch oilfield services provider entered into an 
out-of-court settlement with the Openbaar Ministerie, the Dutch Public 
Prosecutor’s Service. Under the terms of the settlement, the company 
agreed to pay a fine of US$40 million along with US$200 million in dis-
gorgement, for a total monetary assessment of US$240 million. According 
to the Openbaar Ministerie, the company voluntarily disclosed tens of mil-
lion dollars in potentially suspect commission payments that it had made to 
foreign sales agents for services in a range of countries, including Angola, 

Equatorial Guinea and Brazil, from 2007 to 2011. The company’s internal 
investigation into the matter found that certain of the company’s agents 
had provided local government officials with significant ‘items of value’,  
including re-routed commission payments, travel, education costs, cars, 
and a building. In the opinion of the Openbaar Ministerie, these payments 
were made with the knowledge of company employees. As part of the set-
tlement, and in recognition of the company’s voluntary disclosure, coop-
eration and remediation, the company will not face criminal prosecution 
in the Netherlands. The company also announced that the US Department 
of Justice (DoJ), which had been conducting its own investigation into the 
allegations, informed the company it had decided to close its inquiry with-
out bringing an enforcement action. 

Greece
In August 2012, a large German engineering firm agreed to pay the Greek 
Ministry of Finance €330 million to resolve longstanding bribery allega-
tions involving the firm’s Greek subsidiary. According to Greek authorities, 
the subsidiary paid millions of euros in bribes from 1997 to 2002 to win 
contracts with Greece’s state-owned telecommunications company. Under 
the terms of the settlement, the engineering firm will reportedly satisfy 
its monetary penalty through a combination of writing off debt the firm 
is owed by the Greek government, investing in the local Greek economy 
and covering the Greek government’s legal costs. The Greek government 
will also reportedly appoint a committee to oversee the engineering firm’s 
compliance programme. Over the past few years, the engineering firm has 
settled related bribery charges with a number of other countries, including 
the United States and Germany. 

In February 2013, Greek prosecutors announced criminal charges 
against five executives of the orthopaedic medical device subsidiary (ortho-
paedic subsidiary) of a global US health-care company. The executives are 
accused of paying €16 million in bribes to doctors at government-owned 
hospitals in Greece. The alleged bribes were reportedly paid between 
1998 and 2006 to secure the assistance of these doctors in promoting the 
company’s products. In addition to charging these executives, Greek pros-
ecutors have also formally accused eight government-employed doctors 
– mostly orthopaedic specialists – of taking bribes and money laundering 
in connection with the same allegations. The charges by Greek authorities 
come approximately two years after the orthopaedic subsidiary and its US 
parent resolved related charges in parallel actions brought by enforcement 
authorities in the UK and the US, respectively. 

Canada
In recent years, the Canadian government has increased its efforts to 
investigate and prosecute violations of the country’s Corruption of Foreign 
Public Officials Act (CFPOA) and has enhanced and strengthened the act’s 
enforcement provisions. 

In June 2011, Canadian authorities brought their first sizeable case 
under the CFPOA, a C$9.5 million anti-bribery enforcement action against 
a publicly held Canadian oil and gas exploration company. Canadian pros-
ecutors followed up on this enforcement action in January 2013, when 
they secured a guilty plea from a privately held, Calgary-based oil and 
gas exploration company in connection with efforts to improperly secure 
exclusive contracts to explore and develop oil and gas reserves in southern 
Chad. Among other things, the Calgary company acknowledged provid-
ing direct and indirect benefits to the wife of the Chadian ambassador in 
an attempt to induce the ambassador to use his position to influence the 
award of these contracts. After initially contemplating an agreement with 
a consulting company owned by the Chadian ambassador, the Calgary 
company instead entered into a C$2 million agreement with a consult-
ing company owned by the ambassador’s wife. The Calgary company also 
allowed the ambassador’s wife and the wife of another diplomat to pur-
chase ‘founders’ shares’ in the company. In mid-2011, during due diligence 
conducted in anticipation of a planned IPO, the Calgary company’s new 
management team uncovered the scheme, initiated an internal investi-
gation, and made a voluntary disclosure to Canadian and US authorities. 
As part of its settlement with Canadian authorities, the Calgary company 
agreed to pay C$10.35 million in penalties. Canadian prosecutors are still 
trying to recoup the proceeds of the bribery scheme from the ambassador’s 
wife, whose shares in the Calgary company may end up being worth over 
C$30 million. 

In June 2013, Canada amended the CFPOA to include a new books-
and-records offence, enhance the jurisdictional scope over and stiffen pen-
alties for foreign bribery, eliminate the previous exception for facilitation 
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payments and the words ‘for profit’ from the definition of business, and 
centralise the authority to investigate the corruption of Canadian and for-
eign officials with the Royal Canadian Mounted Police. 

In August 2013, Canadian authorities convicted the first individual 
under the CFPOA for attempting to bribe officials associated with India’s 
state-owned airline, Air India, in an effort to secure a contract for an 
Ottawa-based technology company to provide facial recognition software 
and other related security systems. The defendant, an agent for the tech-
nology company, made arrangements to provide two bribes to Air India 
officials totalling C$450,000, both of which ultimately failed to secure the 
desired contract for the technology company. In May 2014, a Canadian 
court sentenced the defendant to three years in prison, making him the first 
individual sentenced to jail under the CFPOA. This conviction comes in the 
midst of the prominent, ongoing prosecution of multiple executives and 
third party representatives from a Montreal-based engineering firm that is 
under investigation by Canadian authorities for allegedly bribing govern-
ment officials in over 10 African and Asian countries in connection with 
large-scale international construction projects. Authorities from at least six 
other countries are reportedly investigating the engineering company for 
the same underlying conduct, and in 2013, the World Bank debarred the 
company and 100 of its affiliates from working on World Bank-funded pro-
jects for 10 years owing to alleged misconduct in Bangladesh, Cambodia 
and elsewhere. 

United Kingdom
On 1 July 2011, the UK Bribery Act 2010 (Bribery Act) entered into force 
after years of debate. The legislation banned both the payment and receipt 
of an ‘advantage’ provided to induce a person to improperly perform a 
function or activity or reward a person for such an improper performance, 
regardless of whether it is a public function or a private business activity. 

Since the Bribery Act applies only to conduct occurring after its imple-
mentation, few prosecutions have been brought under the statute to date.  
There are indications, however, that broader use of the Bribery Act may be 
on the horizon. In December 2014, the UK’s SFO secured the conviction 
of two British nationals for, among other things, improperly providing or 
accepting ‘a financial or other advantage’ in violation of the Bribery Act. 
While other UK agencies have previously brought cases under the Bribery 
Act, this represents the first successful criminal prosecution by the SFO, 
which is the UK enforcement body charged with investigating high-value 
and more complex cases of bribery and corruption. The charges in this 
matter stemmed from an alleged £23 million fraud in 2011 and 2012 related 
to the sale of biofuel investment products to be grown on land purchased 
in Cambodia. The defendants were connected to a UK biofuel investment 
company that has since been placed in administration (a procedure similar 
to bankruptcy) and included the company’s former director and chief com-
mercial officer and a third-party sales agent.  Following their convictions, 
these men were sentenced to prison terms of 13 years and six years, respec-
tively. The company’s CEO and chairman was also convicted in connec-
tion with this matter, but on non-Bribery Act-related counts. In addition 
to these individual convictions, press outlets have written extensively on 
several high-profile corporate investigations related to the Bribery Act that 
are reportedly underway involving multi-national companies in the phar-
maceutical, construction, oil and aerospace industries. 

To prosecute corporations and individuals implicated in foreign brib-
ery schemes that predate the Bribery Act, the SFO has continued to use 
a patchwork of civil and criminal corruption laws the UK has long had in 
place. For example, in December 2014, the SEC secured a jury convic-
tion of a UK-based security and financial printing company and two of its 
executives on charges that they corruptly agreed to make payments total-
ling nearly £400,000 to officials in Kenya and Mauritania in an effort to 
secure contracts for the company in those countries. The defendants alleg-
edly engaged in the misconduct from November 2006 to December 2010, 
shortly after the SFO initiated its investigation. In announcing the verdict, 
the SFO thanked authorities in Kenya, Ghana and Switzerland for their 
assistance in the prosecution. 

In April 2013, the UK enacted the Crime and Courts Act 2013, which 
permits the SFO and the Crown Prosecution Service (CPS) to enter into 
deferred prosecution agreements (DPAs) with cooperating corporate 
defendants to settle prosecutions for fraud, bribery and economic crimes. 
While UK law already permitted DPAs in the prosecution of individuals, 
the adoption of corporate DPAs mirrors a common approach by the US 
government for prosecuting corporate misconduct in the anti-corruption 
area. According to a draft Deferred Prosecution Agreement Code of 

Practice issued by the SFO and CPS, these agencies intend to use DPAs as 
‘an alternative to prosecution’ and see the agreements as ‘a discretionary 
tool… to provide a way of responding to alleged criminal conduct’. DPAs 
will not be offered in every prosecution. Instead, the draft code of practice 
outlines when the SFO and CPS will offer to negotiate a DPA and how such 
negotiations will proceed.

United States
In 2014, the DoJ and the SEC resolved 32 FCPA-related enforcement dispo-
sitions. These cases involved both US and non-US individuals and corpo-
rations and imposed a range of civil and criminal penalties, including fines 
into the hundreds of millions of dollars. Corporate defendants resolved 
these cases by entering into deferred prosecution agreements, non- 
prosecution agreements and plea agreements. In some instances, a condi-
tion of settlement has been that the company retain and pay for an ‘inde-
pendent compliance monitor’, who is given broad authority under these 
agreements. In other instances, the company has been required to ‘self-
report’ at periodic intervals on the status of its remediation and compli-
ance efforts. And, in a recent development, the US enforcement agencies 
on several occasions have imposed a hybrid of the two, requiring compa-
nies to retain and pay for an ‘independent compliance monitor’ during the 
first half of their probationary period and ‘self-report’ at periodic intervals 
during the second half. At a recent FCPA conference, a high-ranking US 
enforcement official also revealed that more than 150 additional corpora-
tions and individuals are currently under active investigation. 

While still high by historical standards, overall enforcement levels in 
the United States have fallen in recent years after reaching record heights 
in 2010. Despite this downward trend, however, the level of enforcement 
activity against individuals (as opposed to corporations) saw an uptick in 
2013, with the DoJ filing FCPA-related charges against 15 individuals in 
2013 compared with only six in 2012. This is indicative of the agencies’ 
continued emphasis on the prosecution of individuals and may explain, 
in part, why overall enforcement has declined, since individuals are much 
more likely to demand trials that divert the agencies’ limited resources.

Also likely to be contributing to the drop in enforcement are the 
resources the DoJ and SEC diverted into the drafting of new written guid-
ance designed to provide additional clarity on the FCPA’s key elements and 
the agencies’ enforcement priorities. Following a recommendation of the 
OECD that the United States consider issuing consolidated public guid-
ance on the FCPA and calls from the US Chamber of Commerce and other 
stakeholder groups for statutory amendments to the Act, the enforcement 
agencies issued a 120-page ‘Resource Guide on the US Foreign Corrupt 
Practices Act’ (the Guide) in November 2012. The Guide addresses each 
element of the statute in depth and contains narrative discussions of key 
issues, hypotheticals, case summaries, ‘anonymised’ examples of declina-
tions, examples of violations, enforcement principles, over 400 footnotes, 
and ‘practical tips’ for reducing risk or complying with the law. While the 
Guide makes no sharp departures from current practice, it does confirm 
some previously unwritten enforcement policies and practices and explic-
itly clarifies the government’s view of provisions that may appear ambigu-
ous to companies new to the statute and counsel who do not regularly 
practise in the area. 

Finally, although the pace of FCPA enforcement has slowed to around 
30 enforcement actions a year, the size and scope of these settlements  
is increasing, with the average combined settlement exceeding US$156 
million in 2014, US$67.5 million more than in any prior year. For exam-
ple, in December 2014, the DoJ entered into a settlement with a French 
power and transportation company, which agreed to pay a record-setting  
US$772 million criminal penalty to resolve allegations related to a dec-
ades-long bribery scheme the company operated in multiple countries 
throughout the world. As part of the settlement, the French parent and its 
Swiss subsidiary each pleaded guilty to FCPA-related charges, while the 
company’s two US subsidiaries entered into deferred prosecution agree-
ments. According to the settlement documents, executives and employees 
of the parent and its subsidiaries paid more than US$75 million in bribes to 
government officials as a means to securing approximately US$4 billion in 
power, grid and transportation projects for state-owned entities in a range 
of countries, including in Indonesia, Egypt, Saudi Arabia, the Bahamas and 
Taiwan.  The company allegedly attempted to conceal the bribery scheme, 
which netted some US$300 million in profit, by channelling payments 
through third parties, including consultants purportedly engaged to pro-
vide legitimate services. The settlement documents cite a host of factors 
considered by the DoJ in reaching the appropriate resolution, including the 
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breadth of the misconduct, the failure to voluntarily disclose, the initial 
refusal to fully cooperate with the investigation, and the lack of an effective 
compliance and ethics programme. To date, the DoJ has also charged four 
executives from the company with FCPA-related violations in connection 
with their roles in the scheme, three of whom have since pleaded guilty. In 
announcing the settlement, the DoJ thanked authorities from nine other 
countries for their ‘significant cooperation’, many of which are reportedly 
conducting their own investigations into the misconduct.

This small sample of the diverse array of investigations and prosecu-
tions under way or pending reflects a pronounced shift in anti-corruption 
law and a dramatic escalation of enforcement activity compared with only 
a decade ago.

As yet untested is the provision in article 35 of the United Nations 
Convention against Corruption, which creates a private right of action 
for entities or persons who have suffered damage as a result of bribery of 
public officials or other acts of corruption covered by the United Nations 
Convention against Corruption. The United States provides no private 
right of action consistent with article 35, as it maintained a reservation 
against this requirement when ratifying the UN Convention. However, a 
private right of action can be available within the United States through 
other means. For instance, US law allows those injured in certain cir-
cumstances to bring a cause of action and seek compensation under the 
Racketeer Influenced and Corrupt Organizations Act or as part of a civil 
securities suit; recent examples of such litigation include actions against 
Wal-Mart Stores Inc, Avon Products Inc, Orthofix International, and 
Archer Daniels Midland Co, all of which were filed in recent years, based in 
part on alleged FCPA violations.

Anti-corruption compliance programmes
The rapid changes in legal structures and enforcement have, in turn, con-
tributed to a new corporate phenomenon and legal discipline – the wide-
spread institution of anti-corruption compliance programmes within 
multinational corporations. Programmes that would have been innovative 
and exceptional in the early 1990s are becoming de rigueur. ‘Best practices’ 
have become a standard by which many companies seek to measure their 

own efforts and that standard continues to rise. Spurred by government pro-
nouncements, regulatory requirements, voluntary corporate codes and the 
advice of experts as to what mechanisms best achieve their intended pur-
poses, anti-corruption compliance programmes have become common, 
and often sophisticated, in companies doing business around the world. As 
a result, anti-corruption codes and guidelines, due diligence investigations 
of consultants and business partners or merger targets, contractual pen-
alties, extensive training, internal investigations, compliance audits and 
discipline for transgressions have become familiar elements of corporate 
compliance programmes. The OECD’s recent ‘Good Practice Guidance on 
Internal Controls, Ethics and Compliance’, issued on 18 February 2010, is 
directed squarely at companies, business organisations and professional 
associations, and identifies a number of recognised elements of effective 
compliance programmes: 
• a strong commitment from senior management;
• a clearly articulated anti-bribery policy;
• accountability and oversight;
• specific measures applicable to subsidiaries that are directed at the 

areas of highest risk;
• internal controls;
• documented training;
• appropriate disciplinary procedures; and 
• modes for providing guidance and reporting violations. 

This guidance is noteworthy both because it is one of the first treaty-based 
articulations of effective anti-bribery compliance standards and because, 
on close reading, it emphasises some elements that have received less 
attention in traditional compliance programmes. 

Against this backdrop, the expert summaries of countries’ anti-cor-
ruption laws and enforcement policies that this volume comprises are 
becoming an essential resource. It is within this legal framework that the 
implementation of anti-corruption conventions and the investigations and 
enforcement actions against those suspected of violations will play out. 
Our thanks to those firms that have contributed to this volume for their 
timely summaries and for the valuable insights they provide.
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1 International anti-corruption conventions

To which international anti-corruption conventions is your 
country a signatory?

The United States is a signatory to and has ratified the OECD Anti-Bribery 
Convention, the OAS Convention and the United Nations Convention 
against Corruption, all with reservations or declarations. The most signifi-
cant reservations involve declining to specifically provide the private right 
of action envisioned by the United Nations Convention against Corruption 
and not applying the illicit enrichment provisions of the OAS Convention.
The United States is also a signatory to the Council of Europe Criminal 
Law Convention (Criminal Convention) but has not ratified it.

2 Foreign and domestic bribery laws

Identify and describe your national laws and regulations 
prohibiting bribery of foreign public officials (foreign bribery 
laws) and domestic public officials (domestic bribery laws).

The principal US law prohibiting bribery of foreign public officials is the 
Foreign Corrupt Practices Act (FCPA), 15 USC sections 78m, 78dd-1, 78dd-2, 
78dd-3, 78ff, enacted in 1977. The principal domestic public bribery law is 18 
USC section 201, enacted in 1962. There are no implementing regulations 
for either statute, other than the regulations governing the Department of 
Justice’s (DoJ) FCPA opinion procedure, under which the DoJ issues non-
precedential opinions regarding its intent to take enforcement action in 
response to specific inquiries. See 28 CFR part 80.

Foreign bribery

3 Legal framework

Describe the elements of the law prohibiting bribery of a 
foreign public official.

The FCPA prohibits the following:
• a covered person or entity;
• corruptly;
• committing any act in furtherance of;
• an offer, payment, promise to pay or authorisation of an offer, payment 

or promise;
• of money or anything of value to:

• any foreign official;
• any foreign political party or party official;
• any candidate for foreign political office; or 
• any other person; 

• while ‘knowing’ that the payment or promise to pay will be passed on 
to one of the above;

• for the purpose of: 
• influencing an official act or decision of that person;
• inducing that person to do or omit to do any act in violation of his 

or her lawful duty;
• inducing that person to use his or her influence with a foreign gov-

ernment to affect or influence any government act or decision; or 
• securing any improper advantage; 

• in order to obtain or retain business, or direct business to any person.

See 15 USC sections 78dd-1(a), 78dd-2(a), 78dd-3(a).

Jurisdiction
Jurisdiction exists over US persons and companies acting anywhere in the 
world, companies listed on US stock exchanges (issuers) and their employ-
ees, and non-US persons and companies, or anyone acting on their behalf, 
whose actions take place in whole or in part while in the territory of the 
United States (see question 14). 

Prohibited acts
Prohibited acts include promises to pay, even if no payment is ultimately 
made. The prohibitions apply to improper payments made indirectly 
by third parties or intermediaries, even without explicit direction by the 
principal.

Corrupt intent
Corrupt intent, described in the legislative history as connoting an evil 
motive or purpose, is readily inferred from the circumstances, from the 
existence of a quid pro quo, from conduct that violates local law and even 
from surreptitious behaviour. 

Improper advantage
Added to the statute following the OECD Anti-Bribery Convention, an 
‘improper advantage’ does not require an actual action or decision by a 
foreign official.

Business purpose
A US court has confirmed that the ‘business purpose’ element (to obtain 
or retain business) is to be construed broadly to include any benefit to a 
company that will improve its business opportunities or profitability.

4 Definition of a foreign public official

How does your law define a foreign public official?

The FCPA defines a ‘foreign official’ as ‘any officer or employee of ’ or ‘any 
person acting in an official capacity for or on behalf of ’ ‘a foreign govern-
ment or any department, agency, or instrumentality thereof, or of a pub-
lic international organization’ such as the World Bank. This can include 
part-time workers, unpaid workers, officers and employees of companies 
with government ownership or control, as well as anyone acting under a 
delegation of authority from the government to carry out government 
responsibilities. US courts have held that determining whether an entity 
is a government ‘instrumentality’ for the purposes of the FCPA requires a 
‘fact-specific analysis’. The US Court of Appeals for the Eleventh Circuit, 
the only federal appellate court to have considered the issue, set forth a 
two-part test for making such a determination: An entity is an ‘instru-
mentality’ if it is controlled by the government of a foreign country and 
performs a function that the controlling government treats as its own. The 
court then outlined a list of non-exhaustive factors that ‘may be relevant to 
deciding the issue’.

First, to determine if the government of a foreign country controls an 
entity, courts and juries should look to:
• the government’s formal designation of the entity;
• whether the government has a majority interest;
• the government’s ability to hire and fire the entity’s principals;
• the extent to which the government profits or subsidises the entity;  

and
• the length of time these indicia have existed.
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Second, to determine whether an entity performs a function that the  
government treats as its own, courts and juries should consider:
• whether the entity has a monopoly over the function;
• whether the government subsidises costs associated with the entity 

providing services;
• whether the entity provides services to the public; and
• whether the public and the government perceive the entity to be  

performing a governmental function.

The FCPA also applies to ‘any foreign political party or official thereof or 
any candidate for foreign political office’.

5 Travel and entertainment restrictions 

To what extent do your anti-bribery laws restrict providing 
foreign officials with gifts, travel expenses, meals or 
entertainment? 

The FCPA criminalises providing ‘anything of value’, including gifts, travel 
expenses, meals and entertainment, to foreign officials, where all the other 
requisite elements of a violation are met.

In addition, less obvious items provided to ‘foreign officials’ can vio-
late the FCPA. For example, in-kind contributions, investment opportu-
nities, subcontracts, stock options, positions in joint ventures, favourable 
contracts, business opportunities, and similar items provided to ‘foreign 
officials’ are all things of value that can violate the FCPA. 

The FCPA includes an affirmative defence, however, for reasonable 
and bona fide expenses that are directly related to product demonstrations, 
tours of company facilities or ‘the execution or performance of a contract’ 
with a foreign government or agency. The defendant bears the burden of 
proving the elements of the asserted defence.

Guidance recently issued by the DoJ and Securities and Exchange 
Commission (SEC) underscores that anti-bribery violations require a cor-
rupt intent and states that ‘it is difficult to envision any scenario in which 
the provision of cups of coffee, taxi fare, or company promotional items 
of nominal value would ever evidence corrupt intent’. The guidance also 
notes that, under appropriate circumstances, the provision of benefits such 
as business-class airfare for international travel, modestly priced dinners, 
tickets to a baseball game or a play would not create an FCPA violation.

6 Facilitating payments

Do the laws and regulations permit facilitating or ‘grease’ 
payments? 

The FCPA permits ‘facilitating’ or ‘grease’ payments. This narrow excep-
tion applies to payments to expedite or secure the performance of ‘routine 
governmental action[s]’, which are specifically defined to exclude actions 
involving the exercise of discretion. As such, the exception generally 
applies only to small payments used to expedite the processing of permits, 
licences, or other routine documentation; the provision of utility, police or 
mail services; or the performance of other non-discretionary functions.

7 Payments through intermediaries or third parties

In what circumstances do the laws prohibit payments through 
intermediaries or third parties to foreign public officials?

The FCPA prohibits making payments through intermediaries or third par-
ties while ‘knowing’ that all or a portion of the funds will be offered or pro-
vided to a foreign official. ‘Knowledge’ in this context is statutorily defined 
to be broader than actual knowledge: a person is deemed to ‘know’ that a 
third party will use money provided by that person to make an improper 
payment or offer if he or she is aware of, but consciously disregards, a ‘high 
probability’ that such a payment or offer will be made. The DoJ and SEC 
have identified a number of ‘red flags’ – circumstances that, in their view, 
suggest such a ‘high probability’ of a payment – and in recent years, there 
has been a significant uptick in the number of FCPA-related enforcement 
actions involving third-party intermediaries.

8 Individual and corporate liability

Can both individuals and companies be held liable for bribery 
of a foreign official?

Both individuals and companies can be held liable for bribery of a foreign 
official. A corporation may be held liable (even criminally) for the acts of 
its employees in certain circumstances, generally where the employee acts 
within the scope of his or her duties and for the corporation’s benefit. A 
corporation may be found liable even when an employee is not and vice 
versa. In recent years, the DoJ has increasingly made the prosecution of 
individuals a cornerstone of its FCPA enforcement strategy.

9 Civil and criminal enforcement

Is there civil and criminal enforcement of your country’s 
foreign bribery laws?

There is civil and criminal enforcement of the United States’ foreign brib-
ery laws. See question 15.

10 Agency enforcement

What government agencies enforce the foreign bribery laws 
and regulations?

Both the DoJ and SEC have jurisdiction to enforce the anti-bribery pro-
visions of the FCPA. The DoJ has the authority to enforce the FCPA 
criminally and, in certain circumstances, civilly; the SEC’s enforcement 
authority is limited to civil penalties and remedies for violations by issuers 
of certain types of securities regulated by the SEC.

11 Leniency

Is there a mechanism for companies to disclose violations in 
exchange for lesser penalties?

The FCPA does not require self-reporting of FCPA violations. However, 
under US securities laws, including the Sarbanes-Oxley Act (SOX), corpo-
rations are sometimes required to disclose improper payments or inter-
nal investigations into possible improper payments, thereby effectively 
notifying or reporting to the government (see question 18). Following the 
enactment of SOX, the number of voluntary disclosures of actual or sus-
pected FCPA violations has sharply increased.

Enforcement authorities encourage voluntary disclosure of actual 
or suspected violations and publicly assert that voluntary disclosure, and 
subsequent cooperation with enforcement authorities, may influence the 
decision of whether to bring an enforcement action, the scope of any gov-
ernment investigation, and the choice of penalties sought to be imposed. 
In short, voluntary disclosure can result in more lenient treatment than 
if the government were to learn of the violations from other sources. The 
benefits of voluntary disclosure, however, are not statutorily guaranteed or 
quantified in advance by enforcement officials.

12 Dispute resolution

Can enforcement matters be resolved through plea 
agreements, settlement agreements, prosecutorial discretion 
or similar means without a trial?

FCPA enforcement matters are most often resolved without a trial through 
plea agreements, civil administrative actions and settlement agreements 
such as deferred prosecution agreements (DPAs) and non-prosecution 
agreements (NPAs). As a matter of prosecutorial discretion, some inves-
tigations or disclosures are not pursued. While once rare, with the recent 
uptick in the prosecution of individuals, jury trials are becoming more 
frequent.

13 Patterns in enforcement

Describe any recent shifts in the patterns of enforcement of the 
foreign bribery rules.

The pace of FCPA enforcement accelerated greatly over the past decade, 
with the number of enforcement actions brought by the DoJ and SEC 
reaching record heights in 2010. Since 2010, the number of FCPA disposi-
tions resolved annually, while still historically high, has fallen from a peak 
of over 70 to approximately 30 a year. However, the sanctions imposed 
in recent years have become much more severe, with monetary penalties 
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(including fines, disgorgement of profits and payment of pre-judgment 
interest) significantly eclipsing those imposed by earlier FCPA settle-
ments. In 2014, the average combined corporate settlement exceeded 
US$156 million, US$67.5 million more than in any prior year. In addition 
to monetary penalties, companies are now frequently required either to 
retain independent compliance monitors, usually for a period of two to 
three years, or to agree to self-monitor and file periodic progress reports 
with US enforcement agencies for an equivalent length of time. In recent 
years, the agencies have also introduced a hybrid approach that imposes 
an abbreviated monitorship, generally ranging from a year to 18 months, 
followed by a similarly abbreviated period of self-monitoring and self-
reporting. Companies entering into DPAs or NPAs typically submit to 
probationary periods under these agreements. Individuals have increas-
ingly been targets of prosecution and have been sentenced to prison terms, 
fined heavily, or both. Since 2011, over 60 individuals have either been 
criminally or civilly charged with or convicted of FCPA-related violations. 
Many recent prosecutions have been based on expansive interpretations 
of substantive and jurisdictional provisions of the FCPA, and foreign enti-
ties have been directly subjected to US enforcement actions. US authori-
ties have also targeted specific industries for enforcement, including the oil 
and gas, the medical device and the pharmaceutical industries and, most 
recently, the financial industry.

SOX has encouraged voluntary disclosures, and a number of recent 
cases have arisen in the context of proposed corporate transactions. 
US enforcement agencies have also benefited from the cooperation of 
their counterparts overseas; including coordination that has contrib-
uted to some of the most high-profile DoJ enforcement activities to date. 
Enforcement agencies’ expectations for compliance standards continue to 
rise, as reflected in the compliance obligations imposed on companies in 
recent settlements.

14 Prosecution of foreign companies

In what circumstances can foreign companies be prosecuted 
for foreign bribery?

A foreign company that is listed on a US stock exchange or raises capital 
through US capital markets, and is thus an ‘issuer’, may be prosecuted for 
violations of the anti-bribery provisions if it uses any instrumentality of US 
commerce in taking any action in furtherance of a payment or other act 
prohibited by the FCPA.

Any foreign person or foreign company, whether or not an ‘issuer’, 
may be prosecuted under the FCPA if it commits (either directly or indi-
rectly) any act in furtherance of an improper payment ‘while in the territory 
of the United States’. 

Recent guidance from the DoJ and SEC also asserts that a foreign com-
pany may be held liable for aiding and abetting an FCPA violation (18 USC, 
section 2, or 15 USC sections 78t(e) and u-3(a)) or for conspiring to violate 
the FCPA (18 USC, section 371), even if the foreign company did not take 
any act in furtherance of the corrupt payment while in the territory of the 
United States. In conspiracy cases, the United States generally has asserted 
jurisdiction over all the conspirators where at least one conspirator is an 
issuer, domestic concern, or commits a reasonably foreseeable overt act 
within the United States.

15 Sanctions

What are the sanctions for individuals and companies violating 
the foreign bribery rules?

Criminal and civil penalties may be imposed on both individuals and cor-
porations for violations of the FCPA’s anti-bribery provisions.

Criminal penalties for wilful violations
Corporations can be fined up to US$2 million per anti-bribery violation. 
Actual fines can exceed this maximum under alternative fine provisions 
of the Sentencing Reform Act (18 USC section 3571(d)), which allow a cor-
poration to be fined up to an amount that is the greater of twice the gross  
pecuniary gain or loss from the transaction enabled by the bribe. Individuals 
can face fines of up to US$100,000 per anti-bribery violation or up to five 
years’ imprisonment, or both. Likewise, under the alternative fine provi-
sions of the Sentencing Reform Act, individuals may also face increased 
fines of up to US$250,000 per anti-bribery violation or the greater of twice 
the gross pecuniary gain or loss the transaction enabled by the bribe.

Civil penalties
Corporations and individuals can be civilly fined up to US$10,000 per anti-
bribery violation. In addition, the SEC or the DoJ may seek injunctive relief 
to enjoin any act that violates or may violate the FCPA. The SEC may also 
order disgorgement of ill-gotten gains and assess pre-judgment interest.

Since 2008, US enforcement authorities have imposed over US$5 bil-
lion in criminal and civil fines, disgorgement, and pre-judgment interest 
in connection with FCPA enforcement actions, including 11 cases in which 
the combined penalties exceeded US$100 million.

Collateral sanctions
In addition to the statutory penalties, firms may, upon indictment, face 
suspension and debarment from US government contracting, loss of 
export privileges and loss of benefits under government programmes, such 
as financing and insurance. The SEC and the DoJ also generally require 
companies to implement detailed compliance programmes and appoint 
independent compliance monitors (who report to the US government) 
and/or self-monitor for a specified period in connection with the settle-
ment of FCPA matters.

16 Recent decisions and investigations

Identify and summarise recent landmark decisions or 
investigations involving foreign bribery.

US enforcement authorities resolved 32 FCPA-related enforcement actions 
in 2014, which, while high by historical standards, is a significant drop from 
a enforcement peak of over 70 in 2010. Despite this overall downward 
trend, the level of enforcement activity against individuals (as opposed 
to corporations) has only dipped slightly over this period and actually saw 
an uptick in 2013, with the DoJ filing FCPA-related charges against 15 indi-
viduals in 2013 compared with only six in 2012. This is indicative of the 
agencies’ continued emphasis on the prosecution of individuals and may 
explain, in part, why overall enforcement has declined, since individuals 
are much more likely to demand trials that divert the agencies’ limited 
resources. It is also worth noting that while the pace of FCPA enforcement 
has slowed to around 30 enforcement actions a year, the size and scope 
of these settlements is increasing, with the average combined corporate  
settlement exceeding US$156 million in 2014. Below is a sampling of 
recent cases that illustrates these and other trends in FCPA enforcement:

Alstom SA settlement
On 22 December 2014, the French power and transportation company 
Alstom SA entered into a settlement with the DoJ, agreeing to pay a record-
setting US$772 million criminal penalty to resolve charges related to a 
decades-long bribery scheme the company allegedly operated in multi-
ple countries throughout the world. As part of the settlement, Alstom 
SA pleaded guilty to criminal books and records and internal controls 
violations of the FCPA, despite the fact that the company ceased to be a 
US issuer in 2004. In addition, the company’s Swiss subsidiary Alstom 
Network Schweiz AG pleaded guilty to conspiring to violate the anti- 
bribery provisions of the statute, and its US subsidiaries Alstom Power 
Inc and Alstom Grid Inc entered into deferred prosecution agreements 
to resolve charges that they likewise conspired to violate the FCPA’s  
anti-bribery provisions. 

According to the settlement documents, executives and employees 
of Alstom and its subsidiaries paid more than US$75 million in bribes to 
government officials as a means to securing approximately US$4 billion in 
power, grid and transportation projects for state-owned entities in a range 
of countries, including in Indonesia, Egypt, Saudi Arabia, the Bahamas 
and Taiwan. The bribes, which reportedly netted Alstom around US$300 
million in profit, were provided in a variety of forms, including monetary 
payments, gifts, travel, entertainment, the hiring of family members, 
and a donation to a charity associated with an official. In many instances, 
the company sought to conceal the illicit payments by channelling them 
through third parties, including consultants with no relevant expertise 
or experience, whose services were unnecessary, and who were retained 
without meaningful scrutiny. The settlement documents cite a host of fac-
tors considered by the DoJ in determining the size of penalty to impose, 
including the breadth of the misconduct, the failure to voluntarily disclose, 
the initial refusal to fully cooperate with the investigation, and the lack of 
an effective compliance and ethics program at the time of the misconduct.  
In recognition of monitoring requirements imposed on Alstom by the 
World Bank in February 2012, the DoJ did not impose a corporate monitor 
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on Alstom as a condition of its settlement. The plea agreement states,  
however, that if the World Bank’s Integrity Compliance Office ‘does not 
certify that [Alstom] has satisfied the monitoring requirements contained 
in [the Company’s] World Bank Resolution, the Company shall be required 
to retain an Independent Compliance Monitor’. In announcing Alstom’s 
settlement, the DoJ thanked authorities from nine other countries for their 
‘significant cooperation’, many of which are reportedly conducting their 
own investigations into the misconduct.

To date, the DoJ has also charged four Alstom executives with  
FCPA-related violations in connection with their roles in the scheme, 
including: Frederic Pierucci, a French citizen and Alstom Power’s former 
vice-president of global boiler sales, who pleaded guilty on 29 July 2013, 
to both violating and conspiring to violate the FCPA; David Rothschild, 
Alstom Power’s former vice-president of regional sales, who pleaded guilty 
on 2 November 2012, to conspiring to violate the FCPA; William Pomponi, 
Alstom Power’s former vice-president of regional sales, who pleaded guilty 
on 17 July 2014, to conspiring to violate the FCPA; and Lawrence Hoskins, 
a UK citizen and Alstom SA’s former senior vice-president for the Asia 
region, who is contesting the charges against him and is currently sched-
uled to stand trial in June 2015. On 4 December 2014, the DoJ also secured 
a guilty plea from Asem Elgawhary, the general manager of an entity 
working on behalf of the Egyptian Electricity Holding Company, Egypt’s 
state-owned electricity company, on non-FCPA charges based on some 
of the same underlying conduct. Under his plea agreement, Elgawhary  
was sentenced to 42 months in prison and had to forfeit approximately 
US$5.2 million in proceeds associated with the misconduct.  

Terra Telecommunications executives
On 25 October 2011, Joel Esquenazi, the former president of Terra 
Telecommunications Corporation, was sentenced to 15 years in prison for 
his role in a conspiracy to pay and conceal bribes to employees of Haiti’s 
state-owned telecommunication company, Telecommunications D’Haiti 
(Haiti Teleco). Former Terra executive vice-president Carlos Rodriguez 
was also sentenced to seven years in prison for his participation in the 
scheme. Esquenazi and Rodriguez were convicted at trial in August 2011. 

According to the indictment, Esquenazi and Rodriguez authorised 
bribes to Haiti Teleco officials to secure business advantages for Terra, 
which included preferential telecommunications rates, a reduced num-
ber of minutes for which payment was owed (effectively reducing the 
per-minute rate), and a variety of credits toward sums owed. Thereafter, 
Esquenazi and Rodriguez allegedly caused Terra to falsely record the 
bribes as ‘commissions’ or ‘consulting fees’ on financial, banking and 
accounting documents. 

In addition to their prison terms, Esquenazi and Rodriguez were  
also ordered to pay a total assessment of US$2,100 and restitution 
of US$2.2 million, the latter jointly and severally among Esquenazi, 
Rodriguez and another Haiti Teleco defendant, Juan Diaz (an intermedi-
ary used by Terra who was sentenced to 57 months in prison in June 2010 
after pleading guilty to conspiring to violate the FCPA and commit money-
laundering). Both Esquenazi and Rodriquez appealed their convictions to 
the US Court of Appeals for the Eleventh Circuit, contesting Haiti Teleco’s 
designation as an ‘instrumentality’ under the FCPA. In May 2014, the 
Eleventh Circuit upheld Esquenazi’s and Rodriquez’s convictions, find-
ing that Haiti Teleco qualified as an ‘instrumentality’ of the Haitian gov-
ernment for the purposes of the FCPA. The ruling is significant because 
the Eleventh Circuit is the first federal appellate court to define the term 
‘instrumentality’ under the FCPA, and the court largely accepted the DoJ’s 
definition of the term, holding ‘instrumentality’ to mean any ‘entity con-
trolled by the government of a foreign country that performs a function the 
controlling government treats as its own’ and providing a non-exhaustive 
list of factors that are suggestive of instrumentality status. 

Former executives, employees and contractors of Siemens
On 13 December 2011 the DoJ charged eight former employees and con-
tractors of Siemens Aktiengesellschaft (Siemens AG) and its Argentinian 
subsidiary, Siemens SA (Siemens Argentina) for their roles in an alleged 
scheme to secure, implement and recoup the profits from a US$1 billion 
contract with the Argentinian government. The defendants include a for-
mer member of the Siemens management board and the central executive 
committee of Siemens AG, five former executives of Siemens Argentina 
and Siemens Business Services, and two facilitators allegedly used by the 
executives to pass payments to government officials. In a parallel proceed-
ing related to the same allegations, the SEC also brought charges against 

the six aforementioned executives as well as a former CFO for Siemens 
Business Services. The charges came three years after Siemens AG, along 
with several subsidiaries, entered into settlements with the SEC, DoJ and 
General Prosecutor’s Office in Munich over some of the same underly-
ing conduct and agreed to pay US$1.6 billion in combined penalties and 
disgorgement. The current pleadings allege that, from 1996 to 2007, the 
defendants, with the help of intermediaries, conspired to pay more than 
US$100 million in bribes to Argentinian government officials, initially to 
secure a contract to replace Argentina’s national identity cards, then to get 
the project reinstated after it was terminated, and finally as part of an effort 
to recoup revenues that would have been due under the contract. 

The co-conspirators allegedly used a variety of mechanisms to generate 
funds and conceal payments, including offshore companies, ‘sham’ invoices 
and contracts for services never performed, and off-books accounts. The 
agencies asserted jurisdiction over the matter on the basis of payments 
channelled through US bank accounts, meetings relevant to the alleged 
conspiracy taking place in the United States and Siemens AG’s status as 
a US issuer. The charges brought by the DoJ and SEC included a mix of 
civil and criminal counts (both substantive and conspiracy) related to the 
FCPA’s anti-bribery and accounting provisions and money-laundering and 
wire fraud statutes. 

On the SEC side, several of the defendants chose to settle the civil 
counts filed against them, including Bernd Regendantz, the former CFO 
of Siemens Business Services who agreed to pay a US$40,000 fine in 
December 2011, Uriel Sharef, the former member of the Siemens manage-
ment board who agreed to pay a US$275,000 fine in April 2013, and Andres 
R Truppel, the former CFO of Siemens Argentina, who agreed to pay a 
US$80,000 fine in February 2014. In contrast to Regendantz, Sharef and 
Truppel, Herbert Steffen, the former CEO of Siemens Argentina, filed a 
motion to dismiss the SEC’s charges against him, contending that the court 
lacked personal jurisdiction over him and that the SEC’s claims were time-
barred under the FCPA’s five-year statute of limitations. In February 2013, 
the US District Court for the Southern District of New York dismissed the 
civil charges against Steffen on the grounds that it had no personal juris-
diction over him because Steffen’s alleged misconduct was ‘far too attenu-
ated’ from the resulting effect in the US to satisfy the applicable minimum 
contacts standard, as Steffen ‘neither authorized the bribe, nor directed 
the cover-up, much less played any role in the falsified filings’ made by 
Siemens under relevant SEC rules. 

In October 2013, the SEC voluntarily dismissed the civil counts against 
Carlos Sergi, a former Siemens Argentina board member, while moving 
for default judgment against the remaining defendants, including Truppel 
(a move that probably precipitated his settlement). In February 2014, the 
District Court entered a default judgment against the last two defend-
ants, Ulrich Bock and Stephan Signer, two former executives of Siemens 
Business Services who were ordered to pay a combined US$1.46 million in 
fines and disgorgement. 

On the DoJ side, there have been no developments, with most defend-
ants reportedly choosing to ignore the indictment. Since the defendants 
are not US citizens and all reside outside of the United States, US authori-
ties would need to obtain their extradition to move forward with the pros-
ecution, a possibility the United States has reportedly explored without 
any apparent success.

Financial record keeping 

17 Laws and regulations

What legal rules require accurate corporate books and records, 
effective internal company controls, periodic financial 
statements or external auditing?

The FCPA, in addition to prohibiting foreign bribery, requires issuers to 
keep accurate books and records and to establish and maintain a system of 
internal controls adequate to ensure accountability for assets. Specifically, 
the accounting provisions require issuers to make and keep books, records 
and accounts, which, in reasonable detail, accurately and fairly reflect 
the transactions and dispositions of the issuers’ assets. Issuers must also 
devise and maintain a system of internal accounting controls that assures 
that transactions are executed and assets are accessed only in accordance 
with management’s authorisation; that accounts of assets and existing 
assets are periodically reconciled; and that transactions are recorded so 
as to allow for the preparation of financial statements in conformity with 
GAAP standards. Issuers are strictly liable for the failure of any of their 
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owned or controlled foreign affiliates to meet the books and records and 
internal controls standards for the FCPA.

SOX imposes reporting obligations with respect to internal controls. 
Issuer CEOs and CFOs (signatories to the financial reports) are directly 
responsible for and must certify the adequacy of both internal controls 
and disclosure controls and procedures. Management must disclose all 
‘material weaknesses’ in internal controls to the external auditors. SOX 
also requires that each annual report contain an internal control report and 
an attestation by the external auditors of management’s internal control 
assessment. SOX sets related certification requirements (that a report fairly 
presents, in all material respects, the financial condition and operational 
results) and provides criminal penalties for knowing and wilful violations.

The securities laws also impose various auditing obligations, require 
that the issuer’s financial statements be subject to external audit and 
specify the scope and reporting obligations with respect to such audits. 
SOX also established the Public Company Accounting Oversight Board 
(PCAOB) and authorised it to set auditing standards.

18 Disclosure of violations or irregularities

To what extent must companies disclose violations of anti-
bribery laws or associated accounting irregularities?

The accounting provisions of the FCPA do not themselves require disclo-
sure of a violation (see question 11). US securities laws do, however, pro-
hibit ‘material’ misstatements and otherwise may require disclosure of a 
violation of anti-bribery laws. The mandatory certification requirements of 
SOX can also result in the disclosure of violations.

19 Prosecution under financial record keeping legislation

Are such laws used to prosecute domestic or foreign bribery?

Although part of the FCPA, the accounting provisions are not limited to 
violations that occur in connection with the bribery of foreign officials. 
Rather, they apply generally to issuers and can be a separate and independ-
ent basis of liability. Accordingly, there have been many cases involving 
violations of the record keeping or internal controls provisions of the FCPA 
that are wholly unrelated to foreign bribery.

At the same time, charges of violations of the accounting provisions 
are commonly found in cases involving the bribery of foreign officials. In 
situations in which there is FCPA jurisdiction under the accounting provi-
sions but not the anti-bribery provisions, cases have been settled with the 
SEC under the accounting provisions with no corresponding resolution 
under the anti-bribery provisions.

20 Sanctions for accounting violations

What are the sanctions for violations of the accounting rules 
associated with the payment of bribes?

For accounting violations of the FCPA, the SEC may impose civil  
penalties, seek injunctive relief, enter a cease and desist order and 
require disgorgement of tainted gains. Civil fines can range from either 
US$5,000 to US$100,000 per violation for individuals and US$50,000 to 
US$500,000 per violation for corporations or the gross amount of pecuni-
ary gain per violation. Neither materiality nor ‘knowledge’ is required to 
establish civil liability: the mere fact that books and records are inaccurate, 
or that internal accounting controls are inadequate, is sufficient. Through 
its injunctive powers, the SEC can impose preventive internal control and 
reporting obligations.

The DoJ has authority over criminal accounting violations. Persons 
may be criminally liable under the accounting rules if they ‘knowingly  
circumvent or knowingly fail to implement a system of internal accounting 
controls or knowingly falsify any book, record, or account’ required to be 
maintained under the FCPA.

Penalties for criminal violations of the FCPA’s accounting provisions 
are the same penalties applicable to other criminal violations of the securi-
ties laws. ‘Knowing and wilful’ violations can result in fines up to US$25 
million for corporations and US$5 million for individuals, along with up 
to 20 years’ imprisonment. Like the anti-bribery provisions, however, the 
accounting provisions are also subject to the alternative fine provisions 
(see question 15).

21 Tax-deductibility of domestic or foreign bribes

Do your country’s tax laws prohibit the deductibility of 
domestic or foreign bribes?

US tax laws prohibit the deductibility of domestic and foreign bribes. See 
26 USC section 162(c)(1).

Domestic bribery

22 Legal framework

Describe the individual elements of the law prohibiting bribery 
of a domestic public official.

The domestic criminal bribery statute prohibits:
• directly or indirectly; 
• corruptly giving, offering or promising;
• something of value;
• to a public official;
• with the intent to influence an official act.

See 18 USC section 201(b)(1). 

‘Directly or indirectly’
The fact that an individual does not pay a bribe directly to a public official, 
but rather does so through an intermediary, does not allow that individual 
to evade liability.

‘Something of value’
‘Anything of value’ can constitute a bribe. Accordingly, a prosecutor does 
not have to establish a minimum value of the bribe in order to secure a con-
viction. Rather, it is enough that the item or service offered or solicited has 
some subjective value to the public official. 

‘Public official’
The recipient may be either a ‘public official’ or a person selected to be a 
public official (see question 24).

‘Official act’
The prosecutor must prove that the bribe was given or offered in exchange 
for the performance of a specific official act – in other words, a quid pro 
quo. An ‘official act’ includes duties of an office or position, whether or not 
statutorily prescribed. For members of Congress, for example, an ‘official 
act’ is not strictly confined to legislative actions (such as casting a vote), but 
can encompass a congressman’s attempt to influence a local official on a 
constituent’s behalf.

23 Prohibitions

Does the law prohibit both the paying and receiving of a bribe?

In addition to punishing the payment of a bribe, the federal bribery statute 
prohibits public officials and those who are selected to be public officials 
from either soliciting or accepting anything of value with the intent to  
be influenced in the performance of an official act (see 18 USC section 
201(b)(2)).

24 Public officials

How does your law define a public official and does that 
definition include employees of state-owned or state-
controlled companies?

The bribery statute broadly defines ‘public official’ to include members 
of Congress, any person ‘selected to be a public official’ (ie, any person 
nominated or appointed, such as a federal judge), officers and employees 
of all branches of the federal government, as well as federal jurors. An 
individual need not be a direct employee of the government to qualify as 
a public official, as the statute includes in its definition ‘a person acting for 
or on behalf of the United States’. The Supreme Court has explained this 
to mean someone who ‘occupies a position of public trust with official fed-
eral responsibilities’. In the spirit of this expansive definition, courts have 
deemed a warehouseman employed at an airforce base, a grain inspector 
licensed by the Department of Agriculture, and an immigration detention 
centre guard employed by a private contractor as falling within the ambit 
of ‘public official’.
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Because the bribery statute applies only to the bribery of federal pub-
lic officials, officials of the various state governments are exempt from 
the statute’s reach. However, there are other federal statutory provi-
sions which can be used to prosecute bribery of state public officials, as 
well as those attempting to bribe them. Specifically, the federal mail and 
wire fraud statutes prohibit the use of the mail system, phone or internet 
to carry out a ‘scheme to defraud’, which includes a scheme to deprive 
another of ‘honest services’. Under these provisions, state public officials 
who solicit bribes, and private individuals who offer them, can be pros-
ecuted for defrauding the state’s citizens of the public official’s ‘honest 
services’ (bribery of federal public officials can also be prosecuted under 
the same theory). In addition, the bribing of state public officials is also 
prohibited by the laws of each state.

25 Public official participation in commercial activities

Can a public official participate in commercial activities while 
serving as a public official?

The extent to which public officials may earn income from outside com-
mercial activities while serving as a public official varies by branch of 
government (see 5 USC App 4 sections 501–502). At present, members of 
Congress are prohibited by statute from earning more than US$26,955 in 
outside income. Members of Congress are also prohibited by statute from 
receiving any compensation from an activity that involves a fiduciary rela-
tionship (eg, attorney–client) or from serving on a corporation’s board of 
directors. With respect to the executive branch, presidential appointees 
subject to Senate confirmation (senior non-career personnel) – such as 
cabinet secretaries and their deputies – are prohibited by executive order 
from earning any outside income whatsoever. Senior-level, non-career 
presidential appointees who are not subject to Senate confirmation may 
earn up to US$26,955 in outside income per year and may not receive 
compensation from any activity involving a fiduciary relationship. Career 
civil servants in the executive branch who are not presidential appointees 
are not subject to any outside earned income cap. However, no executive 
branch employee – whether a presidential appointee or not – may engage in 
outside employment that would conflict with his or her official duties. For 
example, a civil servant working for an agency that regulates the energy 
industry may not earn any outside income from work related to the energy 
industry.

26 Travel and entertainment 

Describe any restrictions on providing domestic officials 
with gifts, travel expenses, meals or entertainment. Do the 
restrictions apply to both the providing and receiving of such 
benefits?

The giving of gifts, or ‘gratuities’, to public officials is regulated by a federal 
criminal statute applicable to all government officials and by regulations 
promulgated by each branch of government that establish specific gift 
and travel rules for its employees. The criminal gratuities statute applies 
to those who either provide or receive improper gifts, while the regula-
tions apply only to the receiving of gifts. However, ethics reform legisla-
tion enacted in 2007 now makes it a crime for registered lobbyists and 
organisations that employ them to knowingly provide a gift to a member of 
Congress that violates legislative branch ethics rules.

The statutory provision that prohibits the payment and solicitation 
of gratuities (18 USC section 201(c)) is contained within the same section 
that prohibits bribery (18 USC section 201(b)). The basic elements of an 
illegal gratuities violation overlap substantially with the elements of brib-
ery, except that a gratuity need not be paid with the intent to influence the 
public official. Rather, a person can be convicted of paying an illegal gratu-
ity if he or she gives or offers anything of value to the public official ‘for or 
because of any official act’ performed or to be performed by the official. 
For example, a gift given to a senator as an expression of gratitude for pass-
ing favourable legislation could trigger the gratuities statute, even if the gift 
was not intended to influence the senator’s actions (since it was given after 
the legislation was already passed).

In addition to the federal criminal gratuities statute, each branch of 
government regulates the extent to which its employees may accept gifts 
from outside sources. In effect, these regulations prohibit government offi-
cials from accepting certain gifts that would otherwise not be prohibited 
by the criminal gratuities statute. With respect to the executive branch 
regulations, employees of any executive branch department or agency are 

prohibited from soliciting or accepting anything of monetary value, includ-
ing gifts, travel, lodging or meals from a ‘prohibited source’, that is, anyone 
who does or seeks to do business with the employee’s agency, performs 
activities regulated by the employee’s agency, seeks official action by the 
employee’s agency, or has interests that may be substantially affected by 
the performance or non-performance of the employee’s official duties. 
Unlike the criminal gratuities statute, which requires some connection 
with a specific official act, the executive branch gift regulations can be 
implicated even where the solicitation of a gift from an prohibited source 
is unconnected to any such act. In addition, federal employees may not 
accept gifts having an aggregate market value of US$20 or more per occa-
sion, and may not accept gifts having an aggregate market value of more 
than US$50 from a single source in a given year.  Limited exceptions exist 
for certain de minimis gifts, such as gifts motivated by a family relation-
ship. However, the gift rules are even stricter for presidential appointees: 
under an executive order signed by President Obama, executive branch 
officials appointed by the president cannot accept any gifts from registered 
lobbyists, even those having a market value of less than US$20.

Under the Rules of the Senate and House of Representatives, mem-
bers of Congress may not accept a gift (which includes travel or lodging) 
worth US$50 or more, or multiple gifts from a single source that total 
US$100 or more, for a given calendar year. These limits also apply to gifts 
to relatives of a member, donations by lobbyists to entities controlled by 
a member, donations made to charities at a member’s request and dona-
tions to a member’s legal defence fund. Importantly, the US$50 gift excep-
tions are not available to registered lobbyists, entities that retain or employ 
lobbyists, or agents of a foreign government (but the foreign government 
itself may still provide such gifts). A member of Congress is wholly prohib-
ited from receiving a gift of any kind from a registered lobbyist and their 
affiliates. In addition, members are prohibited from receiving reimburse-
ment or payment in kind for travel when accompanied by a registered 
lobbyist, or for trips that have been organised by a lobbyist. The House of 
Representatives specifically bars members from accepting refreshments 
from lobbyists in a one-on-one setting. Registered lobbyists can face up 
to a five-year prison term for knowingly providing gifts to members of 
Congress in violation of either the House or Senate ethics rules. 

27 Gifts and gratuities

Are certain types of gifts and gratuities permissible under your 
domestic bribery laws and, if so, what types?

As noted in question 26, members of Congress may accept gifts that are 
worth less than US$50 (except from lobbyists or agents of a foreign gov-
ernment, from whom they are prohibited from accepting any gifts), but the 
aggregate value of such gifts from a single source in a given calendar year 
must be less than US$100. In addition to gifts under the US$50 dollar limit, 
the House and Senate Rules exempt from the restrictions on gifts contri-
butions to a member’s campaign fund, food and refreshments of nominal 
value other than a meal, and informational materials like books and vide-
otapes, among other low-value items. Finally, the House and Senate ethics 
rules also contain a ‘widely attended event’ exception that allows mem-
bers (and their staffers) to attend sponsored events, free of charge, where at 
least 25 non-congressional employees will be in attendance and the event 
relates to their official duties.

The executive branch regulations similarly allow for nominal gifts, 
such as those having a market value of US$20 or less (although presidential 
appointees may not accept any gift from a registered lobbyist), gifts based 
on a personal relationship and honorary degrees. De minimis items such 
as refreshments and greeting cards are also excluded from the definition 
of ‘gift.’ Like the House and Senate Rules, the executive branch regula-
tions also contain a ‘widely attended gathering’ exception, although a key 
difference is that the employing agency’s ethics official must provide the 
employee with a written finding that the importance of the employee’s 
attendance to his or her official duties outweighs any threat of improper 
influence. The executive branch regulations also permit officials travelling 
abroad on official business to accept food and entertainment, as long as 
it does not exceed the official’s per diem and is not provided by a foreign  
government. Under an executive order signed by President Obama, how-
ever, neither the widely attended gathering exception nor the exception 
for food and entertainment in the course of foreign travel are available to 
presidential appointees. 
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28 Private commercial bribery

Does your country also prohibit private commercial bribery?

Private commercial bribery is prohibited primarily by various state laws, 
among which there is considerable variation. New York, for example, 
has a broad statute that makes it an offence to confer any benefit on an 
employee, without the consent of his employer, with the intent to influence 
the employee’s professional conduct.

While there is no federal statute that specifically prohibits commercial 
bribery, there are a handful of statutes that can be used by prosecutors to 
prosecute commercial bribery cases. First, the mail and wire fraud statutes 
prohibit the use of the mail system, phone or internet to carry out a ‘scheme 
to defraud’, which includes a scheme to deprive another of ‘honest ser-
vices’. A bribe paid to an employee of a corporation has been classified as a 
scheme to deprive the corporation of the employee’s ‘honest services’, and 
thus can be prosecuted under the mail and wire fraud statutes. 

Second, the so-called ‘federal funds bribery statute’ prohibits the 
payment of bribes to any organisation – which can include a private com-
pany – that in any one year receives federal funds in excess of US$10,000, 
whether through a grant, loan, contract or otherwise. 

Finally, a federal statute known as the ‘Travel Act’ makes it a federal 
criminal offence to commit an ‘unlawful act’ – which includes violating 
state commercial bribery laws – if the bribery is facilitated by travelling in 
interstate commerce or using the mail system. Thus, if an individual travels 
from New Jersey to New York in order to effectuate a bribe, that individual 
can be prosecuted under the federal Travel Act for violating New York’s 
commercial bribery law. A violation of the Travel Act based on violating a 
state commercial bribery law can result in a prison term of five years and 
a fine. Finally, commercial bribery is also actionable as a tort in the civil 
court system.

29 Penalties and enforcement

What are the sanctions for individuals and companies violating 
the domestic bribery rules?

Both the provider and recipient of a bribe in violation of the federal bribery 
statute can face up to 15 years’ imprisonment. Moreover, either in addition 
to or in lieu of a prison sentence, individuals who violate the bribery stat-
ute can be fined up to the greater of US$250,000 (US$500,000 for organi-
sations) or three times the monetary equivalent of the bribe. Under the  
gratuities statute, the provider or recipient of an illegal gratuity is subject to 
up to two years’ imprisonment or a fine of up to US$250,000 (US$500,000 
for organisations) or both.

Senior presidential appointees and members of Congress who violate 
the statute regulating outside earned income can face a civil enforcement 
action, which can result in a fine of US$10,000 or the amount of compen-
sation received, whichever is greater. Government employees who vio-
late applicable gift and earned income regulations can face disciplinary 
action by their employing agency or body. Registered lobbyists can face 
up to a five-year prison term for knowingly providing gifts to members of 
Congress in violation of either the House or Senate ethics rules. 

30 Facilitating payments

Have the domestic bribery laws been enforced with respect to 
facilitating or ‘grease’ payments?

The domestic bribery statute does not contain an exception for grease  
payments. The statute covers any payment made with the intent to ‘influ-
ence an official act’ and the statutory term ‘official act’ includes non-
discretionary acts. Courts have held, however, that if an official demands 
payment to perform a routine duty, a defendant may raise an economic 
coercion defence to the bribery charge.

31 Recent decisions and investigations

Identify and summarise recent landmark decisions and 
investigations involving domestic bribery laws, including any 
investigations or decisions involving foreign companies.

As noted in the answer to question 24, the federal bribery statute does not 
apply directly to state public officials. However, other federal laws can be 
used to reach the actions of state officials engaged in corruption. A recent 
prominent action against former Virginia governor Bob McDonnell and 
his wife Maureen illustrates this point. In September 2014, a federal jury 
convicted the McDonnells of multiple counts of both conspiracy and  
substantive ‘honest services’ wire fraud for accepting monetary and other 
gifts from a prominent local businessman in exchange for official acts and 
the prestige of the governor’s office, which defrauded the state’s citizens 
of the governor’s ‘honest services’. On 6 January 2015, a federal judge  
sentenced Bob McDonnell to two years in prison, substantially less than 
the six-and-a-half-year term sought by prosecutors. His wife Maureen is 
scheduled to be sentenced on 20 February 2015. 
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